Subject: Addressing cyber security in the mobile age
Headline: Tech security in a wide open, iPhone world 
Mobile connectivity to the Internet is having a profound impact on information access, which can be a boon for universities. But new tools are needed to process and protect sensitive data. College IT professionals need to move beyond the deployment of impenetrable firewalls and embrace “intelligent controls.” (Link to “PDF”)

Subhead:  CIOs respond to the subject of Disruptive Technology
Universities are often the prey of cyber attacks, and mobile devices such as smartphones, tablets and wireless-enabled laptops are new targets. CIOs discuss how they deal with these constantly changing demands and still maintain a secure campus.
Callout: “The way that we build and deploy security is going to be dramatically different five years from now than the way we do it today.”

Tm Gillis, vice president and general manager for Cisco’s Security Technology Business Unit. 

Find out more about evolving tech security issues in GovConnection’s special report, “Security for a 2.0 World.”
